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Fig. 1. The use of virtual channel sensing using CSMA/CA

The main contributions of this paper are the following:

• extension of SBRS to PSBRS with sharing;
• an application of PSBRS with sharing to the 802.11 CSMA/CA RTS/CTS protocol for anywireless network

topology, including interference;
• analysis of example properties for quantitative analysis.

Some aspects of the CSMA protocol have been modelled previously: for example collision detection on Ether-
net is modelled by a MDP (Markov Decision Process) in [DFH+05]. A similar approach was taken in [KNS02]
where probabilistic timed automata are used to model the basic two-way handshake mechanism1 of the 802.11
protocol. The authors assume a fixed network topology consisting of two senders and two receivers. Furthermore,
in their model there is exactly one shared signal, and thus each station can sense any other station. Properties
of the system are specified in CSL (Continuous Stochastic Logic) [ASSB96] and automatically verified using
probabilistic model checker PRISM [KNP11]. The model we present here differs in the following significant
ways: support for arbitrary network topologies, and explicit representation of potentially overlapping wireless
signals for all the stations in the network. These features are essential to represent networks in which two or more
stations transmit to the same receiver and they cannot sense each other, thus causing a transmission collision.
This is generally known in the literature as the hidden node problem.

The paper is organised as follows. The protocol is described informally in the next section and in Sect. 3 we
give a brief overview of SBRS with sharing. Section 4describes the bigraphical model for WLANs with arbitrary
network topology. In Sect. 5 we present the graphical form of the reaction rules used to model the protocol. The
evolutions of an example WLAN of three stations is given in Sect. 6. Section 7outlines the CTMC encoding and
some analysis results. Conclusions and directions for future work are in Sect. 8.

2. The protocol: IEEE 802.11 CSMA/CA with RTS/CTS handshake

We now describe informally the functioning of the protocol. Carrier Sense Multiple Access with Collision Avoid-
ance (CSMA/CA) is the basic access mechanism in the 802.11 protocol [IEE05]. CSMA/CA adopts a slotted
binary exponential backoff scheme to reduce collisions due to stations transmitting simultaneously. It defines
two access mechanisms: the default, two-way handshaking technique called basic access and the optional four-
way handshaking RTS/CTS reservation scheme. We focus on the latter here. Observe that this mechanism is
more complicated because an extra handshake is introduced to reduce the collisions caused by the hidden node
problem.

1 Note that this protocol is different from RTS/CTS.


